**Functional Requirements**

* New Users can register into the system. There are three types of users, customer, officer, and attorney. These three types of users have three different registration forms.
* During customer registration they must provide proof of citizenship by submitting a picture of their national identity card (NIC). And the officer in the courthouse must approve this registration in order for the customer to login to the system. For this type of users, the login credentials will be generated by the user itself.
* Attorneys registration will be established as the attorney must submit their details to the system. These details will be received by the officer in the courthouse. Login credentials for this particular user will be generated and will be submitted to them via the provided email address.
* New officer registration will be done by the IT administrator by gathering the officer’s details and will generate the login credentials. Afterwards this will be submitted to the officer via the provided email address.
* Registered users can login into the system with their assigned login credentials.
* Attorneys can upload the necessary court case files into the system. And will obtain ownership for the court case files they submit. This ownership will be transferred to another lawyer if the court case was transferred.
* Customers can search for the particular court case files by submitting the court case number.
* Customers can obtain a softcopy of these case files, PDF version.
* Customers also can request an original hardcopy of the case files where an officer in the courthouse will have to approve this request. Right before requesting for the hardcopy the customer will asked on how they be collecting these documents, either by delivery or pickup from the courthouse. If the request was approved by the officer, they will prepare it and notify the customer.

**Non-Functional Requirements**

* Security –
  + User’s data must be protected from any security threats as this data is highly sensitive and confidential. This data cannot be allowed to be tempered by unauthorized personal.
* Reliability –
  + Users must engage with the system by operating on legitimate documents.
* Usability –
  + Users must experience the ease in using the system as mostly grown-ups and senior citizens will be using the system.
* Availability –
  + All the documents must be syncs throughout the system where users can access documents instantly when updated.
* Performance –
  + User response in the system must be utilized where the user’s can operate their tasks in the system without any issues.
* Maintainability –
  + The system must monitor user’s activity and for any vulnerabilities. If any glitches are available, it must be resolved as quickly as possible without impacting the user’s activities and their data.